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Definitions that apply to this Policy

	Counter Fraud Specialist
	The CCG’s Counter Fraud Specialist (LCFS) is responsible for devising and carrying out a plan of work to counter fraud, bribery and corruption and embed a culture throughout the health body’s work force where contempt for fraud, bribery and corruption is felt across the CCG and that the correct procedures for dealing with suspicions of fraud, bribery and corruption are understood.



	Fraud
	The ‘Fraud Act (2006)’ came into force on 15 January 2007 and introduced the general offence of fraud.  It is no longer necessary to provide that a person has been deceived.  The focus is now on dishonest behaviour and any intent to make a gain or cause a loss to another party.  Put simply, fraud is a dishonest act intended for gain or to cause loss to another. 
The offences of fraud can be committed three ways: 
· ‘Fraud by false representation’ (lying about something using any means, for instance words or actions); 

· ‘Fraud by failure to disclose’ (not saying something when you have a legal duty to do so); and 

· ‘Fraud by abuse of position’ (abusing a position where there is an expectation to safeguard the financial interests of another person or organisation). 

It should be noted that all offences under the Fraud Act 2006 occur where the act or omission is committed dishonestly and with intent to cause gain or loss.  The gain or loss does not have to succeed so long as the intent is there. 

	Bribery
	The ‘Bribery Act 2010’ came into force on 1 July 2011 and created three general offences of bribery: 
· Offering, promising or giving a bribe to induce someone to behave improperly, or to reward someone for having already done so; 

· Requesting, agreeing or accepting a bribe either in exchange for acting improperly, or where the request or acceptance is itself improper; and 

· Bribery of a foreign public official. 

A new corporate offence was also introduced: 
· Failure by a company to prevent a bribe being paid to obtain or retain a business advantage. 

Bribing anyone is absolutely prohibited.  Employees will not pay a bribe to anybody.  This means you will not offer, promise, reward in any way or give a financial or other advantage to any person in order to induce that person to perform their function or activities improperly.  It does not matter whether the other person is a UK or foreign official, political candidate, party official, private individual, private or public sector employee or any other person. 
Bribery does not have to involve cash or an actual payment exchanging.  It can take many forms such as a gift, lavish treatment during a business trip or tickets to an event.  

	Corruption
	Bribery is a form of corruption, but corruption also includes many other dishonest practices such as fraud, nepotism, collusion and abuse of power/position.  Corruption does not always result in a loss and the corrupt person may not always benefit directly from their deeds, however, they may be unreasonably using their position to give some advantage to another.

	Due Regard
	Having due regard for advancing equality involves:

· Removing or minimising disadvantages suffered by people due to their protected characteristics.

· Taking steps to meet the needs of people from protected groups where these are different from the needs of other people.

· Encouraging people from protected groups to participate in public life or in other activities where their participation is disproportionately low.




Equality Statement

NHS Barnsley Clinical Commissioning Group (BCCG) aims to design and implement policy documents that meet the diverse needs of our service, population and workforce, ensuring that none are placed at a disadvantage over others. It takes into account the provisions of the Equality Act 2010 and promotes equal opportunities for all. This document has been assessed to ensure that no one receives less favourable treatment on the protected characteristics of their age, disability, sex (gender), gender reassignment, sexual orientation, marriage and civil partnership, race, religion or belief, pregnancy and maternity.

The Fraud, Bribery and Corruption Policy deals with all people equally, regardless of their individual characteristics. 

Where we are advised about individual requirements - for example, someone that is unable to participate in training due to disability or some other difficulty (whether or not it is linked to protected characteristics) - then we will always seek to arrange activities in such a way that all can participate. 

There are some actions which we cannot readily take. We are unable to accurately record equality information regarding individuals about whom referrals are made, or the individuals making the referrals, as information comes from a number of sources over which we have no control. Furthermore, with regard to individuals suspected of fraud, bribery or corruption but not interviewed, it is unlikely that we would ever come to know their characteristics in relation to the Act.
BCCG will ensure that due regard for equality is taken and as such will undertake an analysis of equality (assessment of impact) on existing and new policies in line with the Equality Act 2010. This process will help to ensure that: 

•
Strategies, policies and procedures and services are free from discrimination; 

•
BCCG complies with current equality legislation; 

•
Due regard is given to equality in decision making and subsequent processes; 

•
Opportunities for promoting equality are identified.

Please refer to due regard assessment (appendix E) of this policy.

1.0 
Summary
1.1
One of the basic principles of public sector organisations is the proper use of public funds. It is therefore, important that all those who work in the public sector are aware of the risk of and means of enforcing the rules against, fraud, bribery and corruption. 

1.2
It is in the interests of all NHS Barnsley CCG staff to uphold these principles. We are accountable to the public for the provision of services in an open and honest manner and any failure to do so brings the service into disrepute and threatens the respect afforded to the whole organisation.

1.3
This document sets out NHS Barnsley CCG’s Policy for suspected or detected fraud, bribery and corruption.

1.4
This policy is mandatory and applies to all employees (permanent, seconded, contractors, management, clinical, trainees, apprentices, temporary staff and volunteers) of the CCG, including Governing Body members.  It also applies to CCG employed staff who may carry out any work within another organisation’s premises. These are collectively referred to as ‘individuals’ hereafter. 

2.0 
Introduction 
2.1
One of the basic principles of public sector organisations is the proper use of public funds.  It is, therefore, important that all those who work in the public sector are aware of the risk of, and means of enforcing the arrangements against fraud, bribery and corruption. 

2.2
The CCG does not tolerate fraud, bribery and corruption within the NHS.  The aim is to eliminate this as far as possible as it ultimately leads to a reduction in the resources available for patient care.  The CCG requires all staff to always act honestly and with integrity to safeguard public resources they are responsible for.  The CCG will not tolerate any acts of fraud, bribery or corruption perpetrated against it, or involving its employees, and will actively pursue all available criminal and civil actions including the recovery of any loss suffered as a result. 

2.3
The NHS Counter Fraud Authority (NHSCFA) is accountable to the Department of Health and Social Care and works collaboratively with key stakeholders, including NHS England and Improvement and the Cabinet Office.  They have responsibility for overseeing the NHS Counter Fraud arrangements.  The CCG is committed to taking all steps necessary to counter fraud, bribery and corruption.  To meet its objectives, it has adopted four key principles, which are set out in the NHSCFA strategy, namely: 

· Strategic Governance: The Chief Finance Officer is responsible for the provision of strategic management of all counter fraud, bribery and corruption work within the organisation, which includes but is not limited to employing or contracting an accredited Counter Fraud Specialist (CFS), conducting risk assessments and reporting annually on how it has met standards set by the NHSCFA. 

· Inform and Involve: It is necessary to inform and involve those who work for, or use the health service, on the risks of crime and how to tackle it. 

· Prevent and Deter: To remove the opportunities for crime within the NHS to occur or to re-occur. 

· Hold to Account: The investigation of fraud and pursuance of sanctions and redress. 

3.0 
Purpose 
3.1
The purpose of this document is to set out the CCG’s policy on suspected and detected fraud, bribery and corruption, and to help individuals who may identify suspected fraud.  It provides a framework for responding to suspicions of fraud. 

4.0 
Duties within the CCG

4.1
Chief Finance Officer (CFO): The CFO accepts overall responsibility for all matters relating to fraud, bribery and corruption within the CCG. 
4.2
Audit Committee: The Audit Committee should be satisfied that the organisation has adequate arrangements in place for counter fraud, bribery and corruption to meet the NHSCFA’s Standards for Commissioners. 
4.3
Counter Fraud Specialist (CFS): The CFS is responsible for conducting all anti-fraud work locally and ensuring that the CCG has appropriate anti-fraud, bribery and corruption arrangements in place. 
The Local Counter Fraud Service will:

· Ensure that the CFO is informed about all referrals/cases; 

· Be responsible for the day-to-day implementation of the four key principles as set out in the NHSCFA strategy; 

· Investigate cases of fraud; 

· In consultation with the CFO, report any case to the Police or NHSCFA as agreed and in accordance with the NHSCFA guidance; and 

· Adhere to the fraud response plan (appendix A) 

4.4
Managers: Line Managers are responsible for implementing and maintaining the policy in their area of management, including ensuring that procedures are in place and individuals are adequately trained and controls are being complied with. 
4.5
Human Resources Staff: Human Resources staff provide advice, guidance and support to the CCG’s managers and officers investigating disciplinary matters.  All disciplinary matters which involve suspected fraud, bribery and corruption offences may also be subject to parallel criminal investigation by the CCG’s CFS. Close liaison between the CFS and HR is essential to ensure that any parallel sanctions (for instance criminal, civil and disciplinary sanctions) are applied effectively and in a co-ordinated manner. 

4.6
Staffside: Staffside will support and advise members in relation to the policy.

4.7
Individuals: All individuals are expected to ensure that they are familiar with and act in accordance with this policy and attend all fraud training as required.


All individuals are required to comply with the CCG’s policies and procedures and apply best practice in order to prevent fraud, bribery and corruption.  All individuals have a duty to ensure that public funds are safeguarded and where they have a suspicion that a fraud exists, they should report it to CFS (christaylor2@nhs.net) or to the NHS Fraud and Corruption Reporting Line (0800 028 4060) or through the online NHS Fraud Reporting Form. 

4.8
Fraud Response Plan: The CCG has developed a Fraud Response Plan (Appendix A) which should be used as a checklist of actions and a guide to follow in the event that fraud is suspected. It covers: 
· Notification of suspected fraud; 
· The investigation process; 
· Sanctions and redress; 
· Recovery action; 
· Roles and responsibilities; and 
· Monitoring and review. 
5.0
Standards for Commissioners

5.1
NHSCFA requires the CCG to ensure appropriate anti-fraud, corruption and bribery arrangements are in place within their organisations, as specified within the Standards for Commissioners. 

5.2
It is the responsibility of the CCG to ensure it meets the required standards. In order to demonstrate compliance, NHSCFA’s Senior Quality and Compliance Inspectors require the CCG to submit an annual self-review of the anti-fraud, corruption and bribery activity it has undertaken. This is achieved via a Self-Assessment Review Toolkit (SRT).  Upon completion, the SRT provides a red, amber or green (RAG) rating for the organisation. The RAG system is a management method of rating for issues or status reports, based on levels of compliance with the standards.  As such, the colours are used in a traffic light rating system with red being non-compliant, amber being partially compliant and green being fully complaint. 

5.3
The NHSCFA Quality and Compliance Team (QCT) uses the completed SRT as a basis for selecting organisations for detailed assessment.  

6.0
Proactive Prevention and Detection 

6.1
The CCG will ensure (through ‘fraud proofing’) that its systems, policies and processes are sufficiently robust so that the risk of fraud, corruption and bribery is reduced to a minimum. Checks will be conducted in areas identified to be most at risk to fraud, bribery or corruption in order to proactively detect instances that might otherwise be unreported. 
6.2
The CFS will review new and existing policies and procedures to ensure that appropriate counter fraud measures are included.  This includes (but is not limited to) policies and procedures in human resources, financial process and procedures and other operational policies. 
6.3
The NHSCFA standards mandate a number of fraud prevention and detection activities. These activities relate to: 
· Pre-Employment Checks: The CCG should ensure that all new staff are subject to the appropriate level of pre-employment checks, as set out in guidance produced by NHS Employers. 
· Procurement: The CCG should have proportionate processes in place for preventing, deterring and detecting fraud, bribery and corruption in procurement. 
· Invoicing: The CCG should ensure proportionate processes are in place for preventing, deterring and detecting invoice fraud, including reconciliation, segregation of duties, processes for changing supplier bank details and checking of deliveries. 
· Bribery and Corruption: The CCG must have fully implemented policies that includes reference to fraud, bribery and corruption and the requirement of the Bribery Act 2010, dealing with related issues such as gifts and hospitality, and conflicts of interest. 
6.4
Additional preventative activities may also be conducted.  These activities will be targeted at those areas of the CCG considered to be at a higher risk of fraud, bribery or corruption.  The purpose of these activities is to identify gaps in the CCG’s governance framework which could allow fraud to be perpetrated.  These activities will be conducted in line with guidance issued by the NHSCFA where appropriate. 
7.0
Effective Sanctions

7.1
Where fraud, bribery or corruption offences are committed, criminal sanctions (including prosecution) will be pursued.  Employees of the CCG found to have committed such offences will also be dealt with in accordance with internal disciplinary procedures and referred to professional bodies where appropriate.

8.0
Seeking Redress

8.1
The CCG will consider initiating civil recovery action if this is cost-effective and desirable for deterrence purposes.  This could involve a number of options such as making an application to the Small Claims Court and/or recovery through debt collection agencies.  Each case will be discussed with the CFO in order to determine the most appropriate action. 
9.0
Reporting Suspicions

9.1
All concerns or suspicions relating to fraud, bribery or corruption must be reported to the CCG’s nominated Counter Fraud Specialist – Chris Taylor (telephone: 07342 072907, email: christaylor2@nhs.net) or using the Fraud Referral Form attached at Appendix B of this policy.  Concerns may also be brought to the attention of the CFO (roxanna.naylor@nhs.net), or reported via the NHS Fraud and Corruption Reporting Line (0800 028 4060 or https://cfa.nhs.uk/reportfraud). 

10.0
Communication, Monitoring and Review 

10.1
This policy will be made available to all staff via the staff intranet. 

10.2
The effectiveness and accuracy of this policy will be reviewed on a regular basis by the CFO and the CCG’s appointed CFS. 

10.3
All of the CCG’s policies which are produced, revised or reviewed should be provided to the CFS prior to implementation to allow for ‘fraud proofing’ of the policy.  It is for the CFS to judge whether ‘fraud proofing’ is required in respect of any given policy and recommendations made by the CFS should be used to ensure all policies minimise the risk of fraud, corruption or bribery.

10.4
Any individual who has queries regarding the content of this policy, or has difficulty understanding how this policy relates to their role should contact the CFS (christaylor2@nhs.net).

11.0
Staff Training 

11.1
The CFS will promote fraud, bribery and corruption awareness through the delivery of face-to-face presentations, the provision of eLearning modules and/or the distribution of newsletters and other materials.  Should staff require any other assistance, or advice, they should contact the CFS (christaylor2@nhs.net).

11.2
Examples of fraud which are prevalent in the NHS are provided at Appendix C.  These examples are provided in order to give an insight into the breadth of risk of fraud to the organisation. 

12.0
Monitoring Compliance and Effectiveness 
12.1
The effectiveness and accuracy of this Policy will be reviewed on a regular basis via a number of initiatives including seeking feedback via targeted staff surveys. Reviews will be conducted by the CFS, with findings reported to the CFO, the Audit Committee and the CCG Governing Body, as appropriate.

13.0
References and Associated Documentation 

13.1
This policy has been developed with guidance from the following publications and websites: 

· Criminal Procedure and Investigations Act 1996;

· NHS Counter Fraud Authority. Guidance; 

· NHS Counter Fraud Authority. Leading the Fight against NHS Fraud – Organisational Strategy;

· NHS Counter Fraud Authority. Standards for Commissioners; 

· The Bribery Act 2010;

· The Fraud Act 2006; 

· The Police and Criminal Evidence Act 1984;

· The Proceeds of Crime Act 2002; and

· The Public Interest Disclosure Act 1998.
Appendix A
Fraud Response Plan

1.0
Introduction 

1.1
This fraud response plan provides a checklist of actions and a guide to follow in the event that fraud is suspected.  Its purpose is to define authority levels, responsibilities for action and reporting lines in the event of suspected fraud, bribery or other irregularity.  It covers: 

· Notification of suspected fraud; 

· The investigation process; 

· Sanctions and redress; 

· Recovery action; 

· Roles and responsibilities; and 

· Monitoring and review. 

2.0
Notifying Suspected Fraud 

2.1
It is important that all staff are able to report their concerns without fear of reprisal or victimisation and are aware of the means to do so.  The ‘Public Interest Disclosure Act (1998)’, commonly referred to as the ‘Whistleblowers Act’, provides appropriate protection for those who voice genuine and legitimate concerns through the proper channels. 

2.2
If an employee has any concerns or suspicions of fraud they must inform the nominated Counter Fraud Specialist (CFS) or the CCG’s Chief Finance Officer. 

2.3
If the CFO, CFS or Accountable Officer (AO) are implicated, then concerns should be reported to CFS or to the NHS Counter Fraud Authority (NHSCFA) through their online reporting form or through their 24-hour reporting line on 0800 028 40 60. 

2.4
Appendix D of the Fraud, Bribery and Corruption Policy, provides a reminder and checklist of the key actions if fraud, corruption or bribery are suspected.  Staff are encouraged to familiarise themselves with this document. 

3.0
The Investigation Process 
3.1
The CFS will make sufficient enquiries to establish whether or not there is any foundation to the suspicion that has been raised. 

3.2
The CCG wants all employees to feel confident that they can expose any wrongdoing without any risk to themselves.  In accordance with the provisions of the ‘Whistleblowers Act’, the CCG has implemented a policy that deals with raising concerns and is able to provide an independent / impartial source of advice to staff at any stage of raising a concern. 

3.3
A CFS investigation may identify conduct or performance that may be of concern to the CCG or to the employee’s professional body, whether related to fraud or otherwise. Where appropriate, relevant CCG policies and procedures, including disciplinary procedures, will be followed where such concerns arise.  This may result in disciplinary action and/or notification to the relevant professional body where appropriate. 

3.4
In accordance with the NHSCFA Standards for Commissioners, the CFO, in conjunction with the CFS, will decide whether or not a case should be progressed as a criminal investigation by the CFS.  Any referral to the CFS and/or the police will not prohibit action being taken under any local disciplinary procedures of the CCG..

3.5
The CFS, in consultation with the CFO, will investigate allegations in accordance with procedures and documents referenced in the NHSCFA standards. 

3.6
The CCG will follow its disciplinary procedure if there is evidence that an employee has committed any act of fraud, bribery or corruption.  Whilst parallel disciplinary and criminal investigations will be undertaken independently, the CFS and CCG should ensure that appropriate liaison takes place.

3.7
The CFS will take control of any physical evidence and record this in accordance with the procedures outlined in the NHS Counter Fraud Manual.  For reasons of confidentiality, access to this manual is restricted. 

3.8
Interviews under Caution will only be carried out by the CFS or, if appropriate, the police in accordance with the ‘Police and Criminal Evidence Act (1984)’ as amended.  The CFS will also take written statements where necessary. 

3.9
If fraud, bribery or corruption is found to have occurred, the CFS will prepare a report for the CFO and the Audit Committee, setting out the following: 

· The circumstances;

· The investigation findings; 

· The estimated or actual loss; 

· The steps taken to prevent recurrence; 

· The steps taken to recover loss; and 

· System control weaknesses that require correction. 

4.0
Sanctions and Redress
4.1
The seeking of financial redress or recovery of losses will always be considered in cases of fraud, bribery and corruption that are investigated by either the CFS or NHSCFA where a loss is identified. 

4.2
Recovery of losses may involve action under the ‘Proceeds of Crime Act (2002)’ but each decision will be taken in light of the particular circumstances of each case. 

4.3
Redress allows for resources that are lost to fraud, bribery or corruption to be returned to the NHS for use as intended and for the provision of patient care and services. 

4.4
The NHS Counter Fraud Manual provides in depth detail of how sanctions can be applied and redress sought.  Local action can also be taken to recover money using the administrative procedures of the CCG or civil law. 

4.5
Where cases of fraud, bribery and corruption involve CCG employees, parallel sanctions may be applied, for example: 

· use of criminal law to apply an appropriate criminal penalty

· disciplinary action

· use of civil law to recover lost funds;

· referral of information and evidence to a professional body. 

4.6
The NHSCFA can also apply to the courts to make a restraining order or confiscation order under the ‘Proceeds of Crime Act (2002)’.  This means that a person’s money can be taken away from them if it is believed that the person benefited from the crime. This can also include restraining assets during an investigation. 

4.7
The range of available sanctions which may be pursued by the relevant decision makers includes: 

· No further action: In some cases it may be that the CCG, under guidance from the CFS and with the approval of the CFO, decides that no further action is taken. 

· Criminal investigation: Following an investigation it may be necessary to bring the matter to the attention of the criminal courts such as Magistrates or Crown Court. 

· Civil recovery: The civil recovery route is available to the CCG if this is cost effective and desirable.  This could involve a number of options such as applying through the small claims court.  Each case will be discussed with the CFO to determine the most appropriate action. 

· Disciplinary action: The appropriate person, in conjunction with the HR department, will be responsible for initiating any disciplinary action. 

· Confiscation under the Proceeds of Crime Act: Depending upon the extent of the loss and the proceedings in the case, it may be suitable for the recovery of losses to be considered under the Proceeds of Crime Act.

· Recovery from on-going salary payment: Arrangements can be made to recover losses via payroll if the subject is still employed by the CCG. 

· Professional body disciplinary: During an investigation, if clear evidence exists of a healthcare professional’s involvement in fraud, bribery or corruption, the appropriate regulatory body will be informed so they can consider whether ‘fitness to practice’ procedures should be invoked.  Regulatory bodies have statutory powers to place conditions on, suspend or remove the registration of professionals whose fitness to practice has been impaired. 

5.0
Roles and Responsibilities 
5.1
The codes of conduct for NHS Governing Bodies and NHS Managers set out the key public service values.  They state that high standards of corporate and personal conduct, based on the recognition that patients come first, have been a requirement throughout the NHS since its inception.  All staff should be aware of, and act in accordance with, these values.  The values can be summarised as: 

· Accountability; 

· Probity; and 

· Openness. 

5.2
Role of the CCG: 


The CCG will take all necessary steps to counter fraud, bribery and corruption in accordance with its Fraud, Bribery and Corruption policy and the NHSCFA Standards for Commissioners. 

5.3
The CCG will appoint a CFS to undertake work as set out by the NHSCFA strategy.  The CCG is committed to taking all steps necessary to counter fraud, bribery and corruption.  To meet its objectives, it has adopted the four key principles set out in the NHSCFA strategy, namely: 

· Strategic Governance: A member of the Executive Team is responsible for the provision of strategic management of all counter fraud, bribery and corruption work within the organisation;

· Inform and Involve: It is necessary to inform and involve those who work for, or use the health service, on the risks of crime and how to tackle it; 

· Prevent and Deter: To remove the opportunities for crime within the NHS to occur or to re-occur; and

· Hold to Account: The investigation of fraud and pursuance of sanctions and redress. 

5.4
All employees are required to comply with the CCG’s policies and procedures in order to prevent fraud, bribery and corruption. 

5.5
All those who work in the CCG, or are otherwise engaged with the CCG, should be aware of and act in accordance with the public service values and the Nolan Principles for Standards in Public Life. 

5.6
Employees are expected to act in accordance with the standards laid down by their professional bodies where applicable. 

5.7
All employees have a responsibility to comply with all applicable laws and regulations relating to ethical business behaviour, procurement, personal expenses, conflicts of interest, confidentiality and the acceptance of gifts and hospitality. 

5.8
The CFS will: 

· Ensure that the CFO is informed about all referrals and cases; 

· Be responsible for the day-to-day implementation of the key standards of counter fraud, bribery and corruption activity as set out by the NHSCFA strategy;

· Investigate allegations of fraud, bribery and corruption; 

· In consultation with the CFO, report any case to the police or NHSCFA as agreed and in accordance with NHSCFA Standards for Commissioners; 

· Report any case and the outcome of the investigation through the NHSCFA national case management system; 

· Ensure that other relevant parties are informed where necessary, for instance HR; 

· Ensure that the appropriate CCG incident and losses reporting processes are followed; 

· Ensure that any system weaknesses identified as part of any investigation are followed up with management and reported to internal audit; and

· Ensure that cases are managed appropriately, taking into account appropriate legislation and regulation and the needs of procedural fairness in the employment relationship. 

5.9
NHSCFA will: 
· provide a single anti-crime organisation at a national level 

· provide intelligence led crime prevention work 

· maintain oversight of, and monitor, anti-crime across the NHS 

· define and set anti-crime standards and assess performance against them 

· assess, benchmark and assure the performance of local anti-crime delivery against those standards 

· provide anti-crime management information to the nhs to drive improvement

· provide a central investigation capacity for complex fraud cases that local NHS CFS are not able to pursue. 

6.0
Monitoring and Review 
6.1
The CFS will report regularly to the CFO. The CFS will provide regular reports to the Audit Committee and provide an annual report containing details of reported and investigated cases of fraud.  The NHSCFA monitors counter fraud, bribery and corruption activity undertaken by the CCG. 

6.2
The CCG is required to complete the NHSCFA Self Review Toolkit and Annual Report and submit these annually to the NHSCFA. The CCG must score itself against each standard as either Compliant (Green), Partially Compliant (Amber) or Non-Compliant (Red).  A work plan to address all non-compliant standards will be monitored by the Audit Committee. 

6.3
An assessment process may be conducted by the NHSCFA.  This is a means of evaluating the effectiveness of the CCG in dealing with the fraud, bribery and corruption risks it faces through one of four types of assessment: full, focussed, thematic or triggered. 

6.4
The CFS raises fraud awareness by a number of means such as face to face training for staff, newsletters and bulletins, social media, as well as issuing alerts and warnings on relevant fraud matters.

Appendix B

CFS1 Form 

Referral From:  (Note: This referral may remain anonymous if preferred)

Name


Organisation/Profession

Address

Telephone Number

This alleged fraud, bribery or corruption offence relates to:


Name


Address

Date of Birth

Suspicion


Please provide details


Possible useful contacts

Please attach any available evidence or additional information.

Signed…………………………………………          Date……………………………….

The NHS Barnsley CCG Local Counter Fraud Specialist will undertake to acknowledge receipt of this referral direct to you within 5 working days, unless anonymous or requested otherwise.

Please return this form by email to: christaylor2@nhs.net.

Appendix C

Common examples of Fraud, Bribery and Corruption offences occurring within the NHS

(This is not an exhaustive list.  For other types of fraud, bribery or corruption offences please contact the CFS for advice). 

Employment: Presenting forged certificates of qualification to obtain employment; claiming for overtime or shifts not worked; taking sick leave and undertaking unauthorised work for another organisation whilst in receipt of sick pay; claiming expenses (such as travel) when it has not been incurred; falsification of references for a job application; claiming time for college/training but not actually attending; knowingly failing to report and retaining salary or other payments not entitled to; non-declaration of criminal convictions. 

PHB Continuing Care:  Providers charging for ‘additional services’ which are not required/delivered.  Misuse of personal health budgets.

Pharmaceuticals: Presentation of forged prescriptions; falsely presenting oneself as another person to receive prescription items; receiving free prescriptions through fraudulently claiming entitlement to exemptions from a charge; pharmacists substituting an expensive drug with a cheaper alternative and making claims for the more expensive one; writing prescriptions for own use. 

Procurement: Price fixing or price hiking by suppliers; invoicing for products not supplied; over invoicing; supplying unsolicited goods or products.
NHS Equipment: Obtaining, or misuse of NHS equipment or goods for private purposes.

Bribery: Kickbacks to staff responsible for procurement if they purchase from a particular supplier; patients making informal payments to healthcare practitioners in order to receive treatment more quickly.

Health Tourism: A foreign national travelling to the UK with the intention of receiving free healthcare treatment to which they know they are not entitled.
Appendix D

Dos and Don’ts

( Do… 

· Make an immediate note of your concerns – note all relevant details such as what was said in telephone or other conversations, the date, time and the names of any parties involved.  If appropriate, these may be discussed or passed onto your line manager for further action or decisions. 

· Report your suspicions immediately and directly to the CCG’ appointed CFS or Chief Finance Officer. 

· Deal with the matter promptly, if you feel your concerns are warranted – any delay may cause the CCG to suffer further financial loss. 

( Don’t… 

· Do nothing.
· Be afraid of raising your concerns – you will not suffer any recrimination from the CCG as a result of voicing a reasonably held suspicion.  The CCG will treat any matter you raise sensitively and confidentially. 
· Approach or accuse any individuals directly. 
· Try to investigate the matter yourself – there are special rules surrounding the gathering of evidence for use in criminal cases.  Any attempt to gather evidence by people who are unfamiliar with these rules may destroy the case.  The CCG’ appointed CFS is trained in handling investigations in accordance with the NHSCFA Anti-Fraud Manual. 
· Convey your suspicions to anyone other than the CFS, Chief Finance Officer or NHSCFA. 
Appendix E

The NHS Constitution

The NHS will provide a universal service for all based on clinical need, not ability to pay. The NHS will provide a comprehensive range of services

	Shape its services around the needs and preferences of individual patients, their families and their carers
	☐

	Respond to different needs of different sectors of the population
	☐

	Work continuously to improve quality services and to minimise errors
	· 

	Support and value its staff
	☐

	Work together with others to ensure a seamless service for patients
	☐

	Help keep people healthy and work to reduce health inequalities
	☐

	Respect the confidentiality of individual patients and provide open access to information about services, treatment and performance
	☐


Appendix F

Due Regard Screening Template                                                            

	Section 1

	Name of activity/proposal
	Fraud, Bribery and Corruption Policy

	Date Screening commenced
	

	Directorate / Service carrying out the

assessment
	360 Assurance/ Anti-Crime Service

	Name and role of person undertaking

this Due Regard (Equality Analysis)
	Chris Taylor, Local Counter Fraud Specialist

	Give an overview of the aims, objectives and purpose of the proposal:

	AIMS: 

To establish the CCG’s policy for dealing with fraud, bribery and corruption and related issues

	OBJECTIVES: 

To provide information to all staff regarding how fraud, bribery and corruption will be fought within the CCG

	Section 2

	Protected Characteristic
	If the proposal/s have a positive or negative  impact 

please give brief details 

	Age
	N/A – the policy affects all staff equally

	Disability
	N/A – the policy affects all staff equally

	Gender reassignment
	N/A – the policy affects all staff equally

	Marriage & Civil Partnership
	N/A – the policy affects all staff equally

	Pregnancy & Maternity
	N/A – the policy affects all staff equally

	Race 
	N/A – the policy affects all staff equally

	Religion and Belief 
	N/A – the policy affects all staff equally

	Sex
	N/A – the policy affects all staff equally

	Sexual Orientation
	N/A – the policy affects all staff equally

	Other equality groups?
	N/A – the policy affects all staff equally

	Section 3

	Does this activity propose major changes in terms of scale or significance for BCCG? For example, is there a clear indication that, although the proposal is minor it is likely to have a major affect for people from an equality group/s? Please tick appropriate box below. 

	Yes
	· No      

	High risk: Complete a full EIA starting click here to proceed to Part B
	
	Low risk: Go to Section 4.
	· 

	Section 4

	If  this proposal is low risk please give evidence or justification for how you

reached this decision:

	The policy affects all staff equally regardless of their specific characteristics

	Signed by reviewer/assessor
	Chris Taylor
	Date
	//2020

	Sign off that this proposal is low risk and does not require a full Equality Analysis

	Head of Service Signed
	
	Date
	


Appendix G

DATA PRIVACY IMPACT ASSESSMENT SCREENING

	Data Privacy impact assessment (DPIAs) are a tool which can help organisations identify the most effective way to comply with their data protection obligations and meet Individual’s expectations of privacy. 

The following screening questions will help the CCG determine if there are any privacy issues associated with the implementation of the Policy. Answering ‘yes’ to any of these questions is an indication that a DPIA may be a useful exercise. An explanation for the answers will assist with the determination as to whether a full DPIA is required which will  require senior management support, at this stage the Head of Data Privacy must be involved.

	Name of Document:


	Fraud, Bribery and Corruption Policy

	Completed by:
	Chris Taylor

	Job title
	Anti-Crime Specialist 
	Date //2020

	Screening Questions
	Yes / No
	Explanatory Note

	1. Will the process described in the document involve the collection of new information about individuals? This is information in excess of what is required to carry out the process described within the document.
	No.
	Information about individuals is already captured, whether this is simply attendance information where we provide training, or much deeper information gathered as part of lawful investigations. 

	2. Will the process described in the document compel individuals to provide information about them? This is information in excess of what is required to carry out the process described within the document.
	No.
	Individuals are not compelled to provide information about themselves through the policy.

	3. Will information about individuals be disclosed to organisations or people who have not previously had routine access to the information as part of the process described in this document?
	No.
	Information gathered as part of a criminal investigation might be supplied both to the defence and the courts in the event of prosecution. Information about investigations (including subjects and witnesses) is also loaded onto a national investigations database. This is all done lawfully in line with relevant legislation.

	4. Are you using information about individuals for a purpose it is not currently used for, or in a way it is not currently used?
	No.
	

	5. Does the process outlined in this document involve the use of new technology which might be perceived as being privacy intrusive? For example, the use of biometrics.
	Yes.
	Detection and investigation techniques and activities certainly might be considered intrusive but this is all done lawfully. New technologies will be used when it is lawful to do so.

	6. Will the process outlined in this document result in decisions being made or action taken against individuals in ways which can have a significant impact on them?
	Yes.
	If somebody is prosecuted then they could be caught up in media attention. 

	7. As part of the process outlined in this document, is the information about individuals of a kind particularly likely to raise privacy concerns or expectations? For examples, health records, criminal records or other information that people would consider to be particularly private.
	No.
	We do access very sensitive information as required by our duties. But this shouldn’t raise concerns as it is to be expected of a counter fraud function.

	8. Will the process require you to contact individuals in ways which they may find intrusive?
	No.
	

	If the answer to any of these questions is ‘Yes’ please contact the Data Privacy Team via

BCCG-dataprivacy

In this case, ratification of a procedural document will not take place until review by the Head of Data Privacy.

	Data Privacy approval name:
	

	Date of approval
	//20


Acknowledgement: This is based on the work of 

Data Privacy Impact Screening Guidance Notes

The following guidance notes should provide an explanation of the context for the screening questions and therefore assist you in determining your responses.

Question 1: Some policies will support underpinning processes and procedures. This question asks the policy author to consider whether through the implementation of the policy/procedure, will introduce the need to collect information that would not have previously been collected.

Question 2: This question asks the policy author if as part of the implementation of the policy/procedure, the process involves service users/staff providing information about them, over and above what we would normally collect

Question 3: This questions asks the policy author if the process or procedure underpinning the policy includes the need to share information with other organisations or groups of staff, who would not previously have received or had access to this information.

Question 4: This question asks the author to consider whether the underpinning processes and procedures involve using information that is collected and used, in ways that changes the purpose for the collection e.g. not for direct care purposes, but for research or planning

Question 5: This question asks the author to consider whether the underpinning processes or procedures involve the use of technology to either collect or use the information. This does not need to be a new technology, but whether a particular technology is being used to process the information e.g. use of email for communicating with service users as a primary means of contact

Question 6: This question asks the author to consider whether any underpinning processes or procedures outlined in the document support a decision making process that may lead to certain actions being taken in relation to the service user/staff member, which may have a significant privacy impact on them

Question 7: This question asks the author to consider whether any of the underpinning processes set out how information about service users/staff members may intrude on their privacy rights e.g. does the process involve the using specific types of special category data (previously known as sensitive personal data)

Question 8: This question asks the author to consider whether any part of the underpinning process(es) involves the need to contact service users/staff in ways that they may find intrusive e.g. using an application based communication such as WhatsApp

If you have any further questions about how to answer any specific questions on the screening tool, please contact the Data Privacy Team via 

BCCG-DataPrivacy 

Equality Impact Assessment 

	Title of policy or service:
	Fraud, Bribery and Corruption Policy

	Name and role of officer/s completing 

the assessment:
	Chris Taylor – Local Counter Fraud Specialist (LCFS)

	Date of assessment:
	July 2020

	Type of EIA completed:       
	Initial EIA ‘Screening’  
	(select one option )


	1. Outline

	Give a brief summary of your policy or service

· including partners, national or regional
	Anti-Crime Service – 360 Assurance

	What Outcomes do you want to achieve
	Inform all CCG staff and stakeholders of the policy requirements and correct reporting channels for suspected fraud or bribery.

	Give details of evidence, data or research used to inform the analysis of impact
	NHS Counter Fraud Authority (NHSCFA) guidance and Commissioner Standards. As well as 360 Assurance’s corporate knowledge.  

	Give details of all consultation and engagement activities used to inform the analysis of impact
	LCFS has liaised with HR, Staffside and also factored in NHSCFA requirements. 


Identifying impact:

· Positive Impact: 
will actively promote the standards and values of the CCG. 

· Neutral Impact:  
where there are no notable consequences for any group;

· Negative Impact:
negative or adverse impact: causes or fails to mitigate unacceptable behaviour. If such an impact is identified, the EIA should ensure, that as far as possible, it is eliminated, minimised or counter balanced by other measures. This may result in a ‘full’ EIA process.

	2. Gathering of Information 

This is the core of the analysis; what information do you have that might impact on protected groups, with consideration of the General Equality Duty. 

	(Please complete

each area)
	What key impact have you identified?
	For impact identified (either positive 

or negative) give details below: 

	
	Positive

Impact 
	Neutral

impact
	Negative

impact
	How does this impact and what action, if any, do you need to take to address these issues?
	What difference will this make?

	Human rights


	☐
	☐
	☐
	No impact
	

	Age


	☐
	☐
	☐
	No impact
	

	Carers


	☐
	☐
	☐
	No impact
	

	Disability


	☐
	☐
	☐
	No impact
	

	Sex


	☐
	☐
	☐
	No impact
	

	Race


	☐
	☐
	☐
	No impact
	

	Religion or belief
	☐
	☐
	☐
	No impact
	

	Sexual orientation
	☐
	☐
	☐
	No impact
	

	Gender reassignment
	☐
	☐
	☐
	No impact
	

	Pregnancy and maternity
	☐
	☐
	☐
	No impact
	

	Marriage and civil partnership (only eliminating discrimination)
	☐
	☐
	☐
	No impact
	

	Other relevant groups
	☐
	☐
	☐
	No impact
	

	HR Policies only:


	☐
	☐
	☐
	No impact
	


IMPORTANT NOTE:  If any of the above results in ‘negative’ impact, a ‘full’ EIA which covers a more in depth analysis on areas/groups impacted must be considered and may need to be carried out. 

Having detailed the actions you need to take please transfer them to the action plan below.

	3. Action plan

	Issues/impact identified
	Actions required
	How will you measure impact/progress
	Timescale
	Officer responsible

	None


	
	
	
	


	4. Monitoring, Review and Publication

	When will the proposal be reviewed and by whom?
	Lead / Reviewing  Officer:
	
	Date of next Review:
	


Once completed, this form must be emailed to the Equality Lead barnsleyccg.equality@nhs.net for sign off: 
	Equality Lead signature:

Date:


	
July 2020
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